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for 

the Facilitation of International Co-operation in the Field of Data Protection 
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3.4 Classified government information should not be shared between the Participants. 
6.3 Each Participant may change its designated .

3.5 Where the Recipient receives infonnation from the Sender, the Recipient is expected to consult notice in contact writing to point the for other the Participant. 
purposes of this MoU upon 

with the Sender and obtain its consent before passing that information to a third party or using 
the information in an enforcement proceeding or court case, save where the Recipient is 
prevented from consulting with the Sender or seeking its consent by applicable laws or 7. COSTS
regulations. 

Each Participant in this MoU is 3.6 Where information obtained from, or shared by, the Sender is disclosed or used by the Recipient, 
expected to bear its own costs of cooperation. 

the Recipient is expected to bring this to the attention of the Sender without delay and inform the 
Sender of the full circumstances of the disclosure and the information that has been disclosed as 
soon as possible after such disclosure has been made. 

Si�ned in duplicate in Seoul on 18 September vahd. 2025 in the E 0 g1· is h I anguage, each version . bemg . equally 
4. REVIEW OF THE MOU 

4.1 Each of the Participants may monitor the operation of this MoU and review it at any time if either The Swiss Federal Data Protection and 
Participant so requests. Information Commissioner FDPI 

4.2 Any issues arising in relation to this MoU should be notified to the designated point of contact 
for each Participant. 

4.3 Any amendments to this MoU should be made in writing and signed by each Participant. 

John Edwards, Commissioner 
s. 

Adrian Lobsiger, Commissioner 
ON-BINDING EFFECT OF THIS MOU AND DISPUTE SETTLEMENT 

5.1 This MoU is a statement of intent that does not give rise to any legally binding obligations on the 
part of either the FDPIC or ICO. 

5.2 The Participants should settle any disputes or disagreement relating to or arising from this MoU 
amicably through consultations and negotiations in good faith without reference to any
international court, tribunal or other forum. 

6. DESIG ATED CONTACT POINTS 

6.1 The following persons should be the designated contact points for the Participants for matters 
under this MoU: 

Head of international Head of the Directorate of 
Regulatory Cooperation International Relations 

6.2 The above individuals should maintain an open dialogue between each other in order to ensure 
that the YioU remains effective and fit for purpose. They should also seek to identify any 
difficulties in the working relationship, and proactively seek to minimise the same. 
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a. 

f. 

f. 

Annex 1 

Applicable National Laws 

I. Information Commissioner's Office 

b. 
Data Protection Act 2018, as amended by the Data (Use and Access) Act 2025 ("DUAA"); 
United Kingdom General Data Protection Regulation, as amended by DUAA; 

c. Privacy and Electronic Communications (EC Directive) Regulations 2003 ("PECR"), as 
amended by DUAA; 

d. Freedom of Information Act 2000; 
e. 

g. 
h. 

Environmental Infonnation Regulations 2004; 
Environmental Protection Public Sector Information Regulations 2009 ("INSPIRE 
Regulations");
Investigatory Powers Act 2016; 
Re-use of Public Sector Information Regulations 2015; 

1. Enterprise Act 2002; 
j. Network and Information Systems Regulations 2018; and 
k. the UK eIDAS Regulations. 

II. Swiss Federal Data Protection and Information Commissioner 
a. Art. 13 Right to Privacy of the Federal Constitution of the Swiss Confederation 
b. Swiss Federal Act on Data Protection 2020 ("F ADP") 
c. Swiss Federal Ordinance on Data Protection 2022 ("DPO") 
d. Swiss Federal Ordinance on Data Protection Certification ("DPCO") 
e. Swiss Federal Act on Freedom oflnformation in the Administration 2004 ("FoIA") 

Swiss Federal Ordinance on Freedom of Information in the Administration 2006 ("FoIO") 
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