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Introduction 

The Information Commissioner is producing a direct marketing code 
of practice, as required by the Data Protection Act 2018. A draft of 
the code is now out for public consultation. 

The draft code of practice aims to provide practical guidance and 
promote good practice in regard to processing for direct marketing 
purposes in compliance with data protection and e-privacy rules. 
The draft code takes a life-cycle approach to direct marketing. It 
starts with a section looking at the definition of direct marketing to 
help you decide if the code applies to you, before moving on to 
cover areas such as planning your marketing, collecting data, 
delivering your marketing messages and individuals rights. 

The public consultation on the draft code will remain open until 4 
March 2020.The Information Commissioner welcomes feedback on 
the specific questions set out below. 

You can email your response to directmarketingcode@ico.org. uk 

Or print and post to: 

Direct Marketing Code Consultation Team 
Information Commissioner's Office 
Wycliffe House 
Water Lane 
Wilmslow 
Cheshire SK9 SAF 

If you would like further information on the consultation, please 
email the Direct Marketing Code team. 

Privacy statement 

For this consultation we will publish all responses received from 
organisations except for those where the response indicates that they 
are an individual acting in a private capacity (eg a member of the 
public). All responses from organisations and individuals acting in a 
professional capacity ( eg sole traders, academics etc) will be published 
but any personal data will be removed before publication (including 
email addresses and telephone numbers). 

For more information about what we do with personal data please see 
our rivac notice 

mailto:directmarketingcode@ico.org


Ql Is the draft code clear and easy to understand? 

□ Yes 

� No 

If no please explain why and how we could improve this: 

This is intended, we believe, to be a code of conduct, driven by the requirement in S122 DPA 2018 
where the Commissioner is required to provide 'practical guidance in relation to the carrying out of 
direct marketing .... '. We are greatly concerned that the draft guidance reads more as a re-write of 
both the legislation itself but perhaps more worryingly appears to contradict a lot of the good and 
sound advice and guidance provided by the Commissioner over the last 18 months. Industry has of 
course acted and implemented that guidance only now to find that the commission has changed its 
mind? 

GDPR is a not a codified set of prescriptive rules but a principle-based regulation. The draft code is 
contrary to this spirit and effectively enforces a single interpretation of the legislation onto the 
Direct Marketing Sector. It is written using emotive and negative language which gives the strong 
impression that the intention of the ICO is to prevent any targeted communication with the British 
consumer. 

This is contrary to the stated aim of GDPR. The regulation was always designed to 'enable' direct 
marketing (recital 47) whilst rightly protecting and enhancing the continuing rights of data 
subjects. It also ignores the inalienable right of the millions of British citizens who wish to continue 
receiving targeted communications from thousands of organisations. This draft code will deny 
them that right and far from allowing them to control the communications they receive will leave 
them being inundated with poorly targeted and irrelevant messages, just like it was 20 years ago. 

Reviewing the draft code, we cannot find any referencing to the Articles and Recitals of the GDPR 
and PECR regulations. This would enable better alignment when referencing the code against the 
regulations. In addition, the examples provided in the code would seem to be outdated and or 
inappropriate and misleading, as an example: 

Get consent for all your direct marketing regardless of whether PECR 
requires it or not. This gives you the benefit of only having to deal with one 
basis for your direct marketing as well as increasing individuals1 trust and 
control. See the section How does consent apply to direct marketing? for the 
requirements of consent. 

The code in its present form is contradictory to other ICO Guidelines (and indeed GDPR itself) 
where controllers are advised to establish the correct basis for processing data. This approach is 
completely contrary to the basic tenets of the marketing profession which advocate the delivery of 
marketing messages that are timely, relevant and appropriate to an individual. 

REaD think it is wrong to include best practice recommendations . It is not the job of the regulator 
to tell a sector what it considers good practice. The marketing industry and its trade associations 
should decide what is good practice. A regulators role is to enforce the laws that they have 
shaped. It is NOT to alter/change/enhance legislation and laws, that is the job of government. 
There is a well-worn path to making legislative amendments and this starts with a regulator asking 
government to review specific aspects of a law. Democratically the elected representatives then 
decide whether or not change is appropriate. 



Q2 Does the draft code contain the right level of detail? (When answering please 
remember that the code does not seek to duplicate all our existing data 
protection and e-privacy guidance) 

l2sl Yes 

D No 

If no please explain what changes or improvements you would like to see? 

REaD agree with the level of detail, but the navigation of the document could be made easier by use of 
numbered paragraphs and by referencing to the Articles and Recitals of the GDPR and PECR regulations, 



Q3 Does the draft code cover the right issues about direct marketing? 

[gJ Yes 

D No 

If no please outline what additional areas you would like to see covered: 

The code does cover the right issues but REaD would like to challenge a significant proportion of the 
recommendations and best practice examples. 

REaD have set out the challenges in the attached matrix: 

REaD_Group_Detailed Response to ICO Direct Marketing Code of Practice_V1.1_31.01.20 

Each challenge and our recommendations can be referenced back to a page number in the draft 
code and Article number of the associated regulations where applicable. 

We have also set out a summary response to the draft code in the attached document: 

REa D _Group_Response to ICO Consultation on New Direct Marketing Code of Practice-V2.o _31.01.20 

Q4 Does the draft code address the areas of data protection and e-privacy that are 
having an impact on your organisation's direct marketing practices? 

1gJ Yes 

D No 

If no please outline what additional areas you would like to see covered 

REaD believe the code covers the correct issues, but the code in its current form represents a 
significantly retrograde step for any company and consumer and will: 

• Ignore the rights and interests of 99.99% of consumers who are happy to receive targeted 
and relevant communications. 

• Drive direct marketing back to the bad old days of untargeted junk mail 
• Impact vulnerable individuals that the code purports to be trying to protect 
• Have a huge environmental impact, as the volumes of printed material will rise 

exponentially 
• Fail to represent the interest of consumers who will be bombarded with irrelevant and 

unwanted material 
• Create an anti-competitive platform where it becomes almost impossible for new entrants 

to find customers 
• Damage brands who can no longer effectively communicate with existing customers 
• Directly result in loss of jobs in the Direct Marketing industry, a sector which employs at 

least 450,000 individuals and contributes 36.5 billion of GVA (Market size and exporting 
study. CIM/PwC Research, 2018). 

• Create a flood of unwanted communications whilst companies seek consent 
• Create an anti-competitive platform within the data industry by focussing on Direct 

Marketing and not other related sectors such as Adtech. 

https://31.01.20
https://Practice_V1.1_31.01.20


As the code of practice derives from statute its remit should be limited in scope to the 
requirements of section 122 DPA 2018. Optional good practice recommendations should not be 
included in this document as this is confusing to readers who will give equal weight to these as to 
the code. The DMA is better placed to make recommendations on good practice. 

QS Is it easy to find information in the draft code? 

□ Yes 

� No 

If no, please provide your suggestions on how the structure could be improved: 

Upon review of the code there is no referencing to the Articles and Recitals of the GDPR and 
PECR regulations. This would enable better alignment when referencing the code against the 
regulations, especially when the code will be a marketer's go to guide. From our experience, 
marketer's do not hold the level of knowledge required to understand the links between the code 
and the regulations and will still rely on compliance and legal counsel to interpret the code 
correctly, which would be contrary to what the code is trying to establishe. In addition, the 
examples provided in the code would seem to be outdated and or inappropriate and misleading. 

REaD suggest the code is made clearer with references to the correct regulations and the articles 
contained in the regulations. It should also be made clear that PECR only applies to electronic 
communications. Our experience shows us that it is easy to confuse the requirements of the 
different pieces of legislation, examples included in the code need to be made clearer as to 
whether they relate to electronic or paper communications. 

It would also be useful to have paragraphs numbered in this code 

Q6 Do you have any examples of direct marketing in practice, good or bad, that you 
think it would be useful to include in the code 

� Yes 

□ No 

If yes, please provide your direct marketing examples: 

REaD's GDPR collection methods ensure the purpose limitation principles of the GDPR are met, data 

must be collected for specified, explicit and legitimate purposes only (purpose specification); and 

data must not be further processed in a way that is incompatible with those purposes and in line in 
line with Article 5 of the GDPR. 

In accordance with Article 25 GDPR and as part of REaD's ongoing compliance with The Data 
Protection Act 2018 and its 8 guiding principles. REaD created a Compliance Management System 
(CMS) which dovetails with our Information Security Management System (ISMS) and ISO 27001 

certification. This CMS is designed to implement the data protection principles in an effective manner 
bearing in mind the cost of implementation and the nature, scope, context and purposes of the 
processing that REaD carries out. 



REaD have created a rigorous process for on-boarding and maintaining our data contributors. Firstly, 
they must satisfactorily complete REaD's due diligence questionnaire and conform to a set of 
mandatory GDPR rules, provide all fair processing notices and privacy policies for the data to be 
contributed. In addition, every single piece of information being processed holds a full audit trail and 
permission code. A copy of our GDPR rules policy is attached: POL053 - Data Contributor Rules 

This information is then analysed by REaD Data Protection Office to ensure it aligns with the principles 
of the regulation, the data is only accepted once REaD are satisfied that an individual has been made 
aware of the purposes for which their data will be processed by REaD and that the fundamental rights 
of individuals is protected. REaD also conducts spot checking exercises to satisfy ongoing compliance 
of the approved data feeds. 

It is essential for REaD that the permissions for the data accepted into our data estate can be easily 
traced and REaD holds a full audit trail. With this in mind, REaD have created and implemented an 
online permission library which enshrines the principle of privacy by design. REaD would be happy to 
set up a representative of the ICO as a user on the platform. 

The library is set out in 2 parts. Part 1 sets out the company's approach and commitment to the guiding 
principles of the regulation. Part 2 of the library displays every permission statement and 
corresponding privacy policy an individual would have completed when giving their permission to be 
marketed to. Each permission statement also holds a code, which in turn links to every single piece of 
information REaD process. Every single record held in our marketing database has a full audit trail and 
corresponding permission code. The forms themselves contain no personal data, which ties into 
REaD's stringent GDPR rules. 

The functionality of the library also allows clients to review, approve and download perm1ss1ons 
statements and privacy policies, which in turn allows our clients to build their own documentation, 
and justification and be able to clearly evidence the due diligence they have conducted aligning with 
the accountability principles of the GDPR. 

REaD deal with any Data Protection and SAR requests in conjunction with the originating source of the 
information. REaD has ensured that rigorous processes are in place to identify where and what 
information is being processed and the lawful basis being used. It is integral to our processes that 
consumers are able to act upon their fundamental rights and withdraw marketing permission when 
and where they choose. In tandem with the permissions library, REaD have built and created REaD's 
preference management website (My Data Choices) which provides consumers with a fast and easy 
way to manage their marketing preferences and suppress personal data from further processing. 

Consumers are directed to the My Data Choices Suppression Request page: 
bttps://www.mydatachoices.co.uk/ via a number of different routes, including a link from REaD's 
groups consumer facing privacy policy and information which is displayed on direct mail 
correspondence and email footers. All direct mail correspondence using REaD data carries the 
following footer: 

You have received this mail from XXXXX Limited because we believe you may be interested in our 
products and services. We have sourced your details from REaD Group (Data) Limited. If you would 

prefer not to receive information from XXXXX Limited in the future, you can opt-out of further 

communication by calling [XXXXX number - Client DPOJ. If you would like to be removed from REaD 

Group (Data) Limited's database please either email dpo@readgroup.co.uk, call 02070896416 or 
you can visit https://mydatachoices.co.uk , to unsubscribe 

https://mydatachoices.co.uk
mailto:dpo@readgroup.co.uk
https://bttps://www.mydatachoices.co.uk


REaD's record of Processing Activities (Record) describes how REaD and its subsidiaries in the United 
Kingdom process personal data. REaD recognises that Article 30 of the EU General Data Protection 
Regulation (GDPR) imposes documentation requirements on data controllers and data processors. 

The ISMS and compliance management system includes over 100 policies and procedures enforcing 
data protection best practice, the mngt system applies risk management to all company 
processes and procedures, information systems and controls to ensure risks are 
managed effectively and that privacy is always at the forefront of business practices. 

As a marketing services company we delivered in the region of 54,000,000 pieces of direct 
mail to consumers on behalf of clients in 2019. Each individual mailed received Article 14 information 
each time they received a marketing communication. The processing required was all on the basis that 
we and our clients had the lawful basis of legitimate interest to do so. In total in 2019 we received 114 
SARs and 3721 requests to unsubscribe. In other words, the SAR rate was at 0.0002% and the 
unsubscribe rate was at 0.006%. This is a very strong indicator that 99.99% of the UK population are 
satisfied not unhappy with the way that we and our clients are currently managing direct marketing 
under GDPR, it is also a strong evidence indicator that the processes outlined above are working. and 
consumers are enjoying the benefits. 

Q7 Do you have any other suggestions for the direct marketing code? 

REaD's intention has always been to support GDPR. We recognised from the earliest days this it had 
the potential to enhance the relationship between data subject and industry. As the material above in 
our answer to Q6 demonstrates as an organisation we have fully embraced our new obligations as 
processors and controllers of personal data for direct marketing. However, we are of the strongly 
held opinion that without amendment and refinement the code of practice being proposed will have 
a detrimental effect for the consumer. The DM industry has embraced the overriding principles of the 
GDPR - namely transparency, data minimisation, purpose limitation, accuracy, storage limitation 
, integrity and confidentiality. We have established new working practices which incorporate these 
principles and educated our clients and partners to do the same. 

It is disappointing that all this work, especially in establishing legitimate interest as the most workable 
lawful basis on which to process data for direct mail is about to be quashed for no good reason. Given 
the exacting requirements for valid consent the impact of this will be to end the concept of 
prospecting for new customers other than by untargeted (junk) mail . 

REaD would like to understand the underlying policy decisions that the ICO have taken which have 

informed this draft code of practice. On the evidence we have, more than 99% of consumers are 

comfortable with the use of their data for direct marketing. 

REaD would recommend that 

• the ICO implements a working party approach and work in conjunction with the industry 
to ensure best practice can be agreed at a practical level considering the views of both 
business and consumers. 

• the ICO conducts impact assessments and consumer led forums which would 
demonstrate whether the code will reflect the true interests of the consumer. 



Abo11tyou 

Q8 Are you answering as: 

□ An individual acting in a private capacity ( eg someone 
providing their views as a member of the public) 

□ An individual acting in a professional capacity 
� On behalf of an organisation 
□ Other 

Please specify the name of your organisation: 

REaD 

If other please specify: 

Q9 How did you find out about this survey? 

□ ICO Twitter account 

□ ICO Facebook account 

� ICO Linkedln account 

� ICO website 

□ ICO newsletter 

□ ICO staff member 

□ Colleague 

□ Personal/work Twitter account 

□ Personal/work Facebook account 

□ Personal/work Linkedln account 

□ Other 

If other please specify: 

Thank you for taking the time to complete the survey 



REaD Group 

Res onse to ICO Consultation on New Direct Marketin Code of Practice V2.0 Februar 2020 

Established in 1991 REaD G roup is one of the d i rect marketing industry's best known compa n ies. We are the 

UK's lead ing data hygiene company. Our fou nder is cred ited with inventing the concept of suppression -

( keeping data u p  to date and free of home movers, deceased and don't wants) Our  market lead ing products 

The Bereavement Register, The Gone Away Suppression F i le and Qinetic have transformed the amount of 

unwanted d i rect ma il received by UK  citizens. 

Last yea r  we screened hundreds of m illions pieces of d ata and stopped tens of m illions pieces of d i rect ma il 

going to people who had d ied and those who had moved home. Saving business a round £70 mi ll ion a yea r, 

saving citizens untold frustration a nd heartache and saving the environment by l imiting prod uction of wasted 

ma ilings. Around 6% of the population move house every yea r  and just over  1% d ie. 

In the last 23 yea rs we estimate that we have saved industry over £1 .8 billion and have stopped a staggering 

3 bi l l ion letters being sent to the wrong people. 

We also control a permissioned database of i nd ividuals with in the Un ited Kingdom conta in ing a combination 

of name, add ress, date of b i rth, telephone number, e ma il address, la ndline and a variety of other variables 

which is ava i l able to end user clients for their  d i rect marketing campaigns by ta rgeting customers and 

prospects. Our  a nalytics tea m  undertake significant segmentation and analysis i n  order  to deliver the best 

performance fo r our  clients. This data is provided to us by a number of contributo rs who have obta ined 

i nd ividua l  perm issions to the processing of personal data for marketing by third pa rties. We gather 

permission by channel, our  legal ground for processing be ing eithe r consent or legitimate interest. This 

i nformation is all recorded with i n  our Onl ine Permission Library and backed by Data P rotection Impact 

Assessments , Legitimate Interest Assessments a nd Privacy impact assessments 

As a marketing services company we delivered in the region of 54,000,000 p ieces of d i rect ma il to consumers 

on behalf of clients i n  2019. Each ind iv idual ma iled received Article 14 information each t ime they received 

a marketing commun ication .  The processing requ i red was all on the basis that we and our  clients had the 

lawful basis of legitimate i nterest to do so. In total i n  2019 we received 114 SARs a nd 3721 requests to 

unsubscribe . In other words the SAR rate was at 0.0002% and the unsubscribe rate was at 0.006%. This is a 

ve ry strong ind icator that 99.99% of the UK  population  a re not unhappy with the way that we and our  clients 

a re cu rrently managing d i rect marketing under GDPR.  We suggest that the ICO's perception of the impact of 

d i rect marketing on the rights and freedoms of consumers is distorted by the fact that it's interface with 

consumers is to investigate compla i nts. 

We work with clients across a range of sectors - cha rities, retail, financial services, media a nd many others 

and can confidently state that the adoption of this code as d rafted will have a seve re negative impact on each 

one of them. Is this the desired intention of the Information Commissioners Office? 

The P.Jvilion. 1 Nev1hams Row readgroup co.uk/cont;ictus 

Elerrnmondsey Slreel enquiries@readgroup.co uk 
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REaD Group 

Without being overly dramatic the draft code represents a significantly retrograde step for any company and 

for consumers and wil l :  

• Drive direct marketing back to the bad old days of untargeted junk ma il 
• Impact the vulnerable that the code purports to be trying to protect 
• Have a h uge environmental impact as the volumes of printed material will rise exponentially 

• Fail to represent the interest of consumers who wil l  be bombarded with irrelevant and unwanted 

material 
• Ignore the rights and interests of 99 .99% of consumers who a re happy to receive targeted and relevant 

communications .  

• Create a n  anti-competitive platform where it becomes a lmost impossible for new entrants to find 

customers 

• Damage brands who can no longer effectively communicate with existing customers 

• Directly result in loss of jobs in the Marketing ind ustry, a sector which employs over 415,000 individuals 

and generates £36.5 billion of GVA (Market size and exporting study. CIM/PwC Research, 2018) . 

• Create a flood of unwanted communications whilst companies seek consent 

• Create an  anti-competitive platform within the data industry by focussing on Direct Marketing and not 

other related sectors such as Adtech. 

Fundamentally we are extremely concerned about both the specific content of the draft Code of Practice and 

the motives behind the draft. It is  clear that a regulators role is  to enforce the law, not to make the law, that 

is the role of Government. Yet this draft code appears to re-write significant swathes of the regulation and 

perhaps more damagingly rewrite previously issued advice and guidance. We recognise that there is a 

requ irement under S122 DPA 2018 however this is clear that it should be 'practical guidance' not far reaching 

changes to a piece of legislation that was 10 years in the ma king. As the code of practice derives from statute 

its remit should be limited in scope to the requirements of section 122 DPA. Optional good practice 

recommendations should not be included in this document as this is confusing to readers who will give equal 

weight to these as to the code. 

It is clear that industry is best placed to build a consensus around the best way to implement the principles 

of G DPR, and to our knowledge has done so with significant success. On this basis it seems a logical 

progression to have a code of conduct (and subsequent best practice guidelines) built by industry and for 

industry. We say again the role of the regulator is to regu late the law a nd the foregoing allows it to do just 

that. 

G DPR is a not a codified set of prescriptive ru les but a principle-based regulation. The draft code is contrary 

to this spirit and effectively enforces a single interpretation of the legislation onto the Direct Marketing 

Sector. It is written using emotive and negative language which gives the strong impression that the intention 

of the ICO is to prevent any targeted com m unication with the British consumer. It is contradictory to other 

ICO G uidelines where controllers a re advised to establish the correct basis for processing data. This approach 

is completely contrary to the basic tenets of the marketing profession which advocate the delivery of 

marketing messages that are timely, releva nt and appropriate to the individual. 

We highlight the following areas for further consideration by the ICO : 

T11e Pavilion. 1 Newhnms Row readgroup co.uk/contactus 
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REaD Group 

ARTICLE 14: 

GDPR Text: Art 14 (3) The control ler sha l l  p rovide the i nformation  referred to in  pa ragraphs 1 and 2 :  

( a )  within a reasona ble period after obta in ing the persona l  data, but a t  the latest with in one month, having 

rega rd to the specific c ircumstances in which the persona l  data a re processed; 

(b )  if the persona l  data a re to be used for commun ication with the data subject, at the latest at the time of 

the first commun ication to that data subject; or 

(c) i f  a d isclosure to a nother recip ient is envisaged, at the latest when the persona l  data a re first d isclosed. 

• P lease exp la in  why you consider that the requ i rement to provide a rticle 14 i nformation with in one 

month (art 14.3 (a ) )  overrides sub-pa ragraphs (b)  a nd (c)? This is not what is stated i n  the text above. 

We ensure Art 14 notices a re given on first com m unication and if we share data with a c l ient then as 

a contro l ler they must a lso comply with this regu lation. 

• You state that the Art 14 requ i rement extends to pub l ic ly ava i l ab le i nformation. Have you ca rried out 

an impact assessment on the effect of this requ i rement in relation to the Edited E lectora l Roll . Do 

you know how many compan ies process the Ed ited E lectora l Rol l? Have you a ny idea how many 

posta l communications wi l l  be generated as  a resu lt of this requ irement? Why do you consider that 

Art 14 should apply to the Ed ited E lectora l Ro l l  when this i nformation is gathered annua l ly and there 

is a clea r mechan ism to optout? The pr incip le of the EER is that it is ava i l ab le as a tool for a ny business 

that wishes to use it. What basis does the ICO have for changing this long stand ing and wel l  

understood princip le? 

GDPR Text: Art 14(5) Pa ragraphs 1 to 4 sha l l  not a pply where and insofa r as: 

the data subject a l ready has the information .  

the provision of such information proves impossible o r  wou ld invo lve a disproportionate effort, in particu lar  

for processing for a rch iving purposes in  the pub l ic interest, scientific or historica l research purposes or  

statist ical pu rposes, subject to the cond it ions and safeguards referred to i n  Article 89( 1)  or i n  so fa r as the 

ob l igation referred to in  pa ragraph 1 of th is Artic le is l i kely to render impossible or seriously impa ir  the 

ach ievement of the objectives of that processing. In such cases the contro l ler sha l l  ta ke appropriate measures 

to protect the data subject's rights a nd freedoms and legitimate i nterests, inc lud ing making the information 

pub l ic ly ava i l ab le. 

• Why do you consider that d isproportionate effect is un l i kely to apply when data is col lected from 
va rious sou rces to bu i ld profi les for d i rect market ing pu rposes? When ind ividua ls  supply th is data, 

they a re made aware of these purposes and therefore to tell them aga in  before po int of fi rst 

commun ication is disproportionate. 
• Where the privacy information is ava i lable on a website a l i nk  to which is given to the ind ividua l  at 

the point of data and permission capture a nd the ind ivid ua l  is given Art 14 info rmation again when 

they a re first contacted do you agree that a fu rther communication wou ld be d isproportionate 

effort? 

• Have you considered the environmental cost of a l l  these add it iona l  posta l  commun ications? 

• Have you considered the nu isance factor to consumers of constant repetit ive Article 14 notices? 

The Pavilion. 1 Newnams Row readgroup.co.uk/contactus 
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REaD Group 

ARTICLE 6 - LAWFULNESS OF PROCESSING 

GDPR Text: Art 6 ( 1) Processing shall be lawful only if and to the extent that at least one of the following 

applies: 

(a) the data subject has given consent to the processing of his or her personal data for one or more specific 

purposes; 

(b )  processing is necessary for the performance of a contract to which the data subject is party or in order to 

take steps at the request of the data subject prior to entering into a contract; 

(c) processing is necessary for compliance with a legal obligation to which the controller is subject; 

(d )  processing is necessary in order to protect the vital i nterests of the data subject or of another natural 

person; 

(e) process ing is necessary for the performance of a task carried out in the public i nterest or i n  the exercise 

of offic ia l  a uthority vested in the controller; 

(f) processing is necessary for the purposes of the legitimate interests pursued by the controller or by a third 

party, except where such interests are overridden by the interests or fundamental rights and freedoms of 

the data subject which requ ire protection of personal data, in particular where the data subject is a ch ild. 

GDPR Text: Recital 47 The legit imate interests of a controller, including those of a controller to which the 

personal data may be d isclosed, or of a th ird party, may provide a lega l basis for processing, provided that 

the interests or the fundamental rights and freedoms of the data subject are not overriding, taking into 

consideration the reasonable expectations of data subjects based on the ir relationship with the controller. 

Such legitimate interest could exist for example where there is a relevant and appropriate relationsh ip  

between  the data subject and the controller i n  situations such as where the data subject is a client or in  the 

service of the controller. At any rate the existence of a legitimate i nterest would need careful assessment 

i nclud i ng whether a data subject can reasonably expect at the t ime and i n  the context of the collection of the 

personal data that processing for that purpose may take place. The interests and fundamental rights of the 

data subject could in particular override the interest of the data controller where personal data are processed 

in circumstances where data subjects do not reasonably expect further processing. Given that it is for the 

legislator to provide by law for the legal basis for public authorities to process personal data, that legal basis 

should not apply to the processing by publ ic authorities in  the performance of their tasks. The processing of 

persona l  data strictly necessary for the purposes of preventing fraud also constitutes a legitimate interest of 

the data controller concerned.  The processing of personal data for d irect marketing purposes may be 

regarded as carried out for a legit imate interest . 

• Why have you made it a Good practice recommendation to get consent for all d i rect ma rketing when 

th is contradicts other ICO guide l ines which instruct a controller to establish the correct lawful basis 

fo r the process ing in  question? This recommendation implies that there is a h ierarchy inbu ilt i nto 

Art 6 which is not borne out by the text. If consent is not achieva ble and legitimate interest has been 

d iscounted then the only option for marketeers who cannot afford expensive above the l ine 

advertising is unaddressed door drops which are, wasteful, environmentally unfriendly and do not 

d iffe rentiate vu lnerable recipients. 
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• What are your reasons for advocating against legitimate interests as the lawfu l basis for processing 

personal data for direct marketing? This ignores Recita l  47 where there is a specific reference to 

processing for direct marketing. It is the logica l choice for direct mai l so long as a n  LIA has been 

comp leted. 

ARTICLE 21- RIGHT TO OBJECT 

GDPR Text: Art 21{1) and (2) 

(1) The data subject sha l l  have the right to object, on grounds relating to his or her particular situation, at any 

time to processing of persona l data concerning him or her which is based on point (e) or (f) of Article 6(1), 

incl uding profiling based on those provisions. The control ler sha l l  no longer process the persona l  data un less 

the control ler demonstrates com pel ling legitimate grounds for the processing which override the interests, 

rights and freedoms of the data subject or for the establishment, exercise or defence of lega l claims. 

(2) Where persona l  data are processed for direct marketing purposes, the data subject sha l l  have the right 

to object at any time to processing of personal  data concerning him or her for such marketing, which includes 

profi ling to the extent that it is related to such direct marketing. 

• When GDPR states that there is a n  opt- out for processing for profiling and for direct marketing why 

do the guidelines effectively make this opt -in by stating that it is un likely that legitimate interests 

wil l the lawfu l basis for such processing? 

ARTICLE 5 - PRINCIPLES RELATING TO THE PROCESSING OF PERSONAL DATA 

GDPR Text: Art S(l){d) : Personal data sha l l  be: 

(d )  accurate a nd, where necessary, kept up to date; every reasonab le step must be taken to ensure that 

persona l data that are inaccurate, having regard to the purposes for which they are processed, are erased or 

rectified without delay ( 'accuracy' ); 

• Why do you consider that tracing is very difficu lt for direct marketing purposes? How do you justify 

this position if the individua l  has been told that their details wil l  be updated if new information 

becomes available? 

• Why do you consider that updating details is intrusive? Have you a ny evidence that this is the case? 

• If new details are avai lab le but not used then is there a breach of Art 5 ( 1 )  (d )  by the control ler? 

• The requirement under Art 5 ( 1) (d )  is that personal  data sha l l  be kept up to date. Why have you 

made a good practice recommendation that consent cannot be relied upon if given more than 6 

months ago? Have you evidence that consumers are more likely to complain if their consent is older 

than this? What grounds are there for picking this period over any other? 

GDPR Text: Art 5 (1) (a): Persona l data sha l l  be: 

(a )  processed lawfu l ly, fairly a nd in a transparent manner in relation to the data subject ( 'lawfu l ness, fairness 

and transparency'); 

• If a n  ind ividua l  has been told that their data wil l  be subject to profiling and enrichment then 

why do you consider that buying additiona l  contact details is likely to be unfair? 
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• What evidence have you that profiling can pose significant risks to the rights and freedoms of 

individ uals in the context of whether an individual will or will not receive a marketing campaign . 

Where is the risk? How have you quantified this? 

• Have you considered the impact of producing a marketing campaign without profiling? How will it 

then be possible to take measures to ensure that vulnerable individuals are not targeted? 
• What do you mean by 'intrusive' profiling? Use of emotive, subjective language is not helpfu l to 

marketeers. 

PECR v GDPR 

• We suggest that it is made clear that PECR only applies to electronic communications. Our experience 

is that it is easy to confuse the requirements of the different pieces of legislation.  
• We suggest that you make sure that it is clear from your  examples whether they are electronic or 

paper communications. 

CONCLUSION 

It is not our  intention to avoid the obligations placed upon us as processors and controllers of personal data 

for direct marketing. However, we are of the strongly held opinion that without amendment and refinement 

the code of practice being proposed will have a significant negative effect on the interests of the consumer. 

The DM industry has embraced the overriding principles of the GDPR - namely transparency, data 

minimisation, purpose l imitation, accuracy, storage limitation, integrity and confidentiality. We have 

established new working practices which incorporate these principles and educated our  clients and partners 

to do the same. 

It is disappointing that all this work, especially in establishing legitimate interest as the most workable lawful 

basis on  which to process data for direct mail is about to be quashed for no good reason .  Given the exacting 

requirements for valid consent the impact of this will be to end the concept of prospecting fo r new customers 

other than by piles of junk mail on our  doormats. Has the ICO properly considered the consequences of the 

advice it is giving? 

We would like to understand the underlying policy decisions that the ICO has taken which have informed this 

d raft code of p ractice. As we stated in our  introduction, we have seen a SAR rate of 0.0002% and an 

unsubscribe rate was at 0.006% in 2019. In most industries rates like these would be d iscounted as de 

minim is and yet it appears that this code has been d rafted with this tiny proportion of individ uals in mind. 
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DM Code Page 
Number 

- Detailed Response to ICO Direct marketing code of practice_Vl.1_ 

ICOeWording 

In most cases it is u n l ike ly 

that you wi l l  be ab le  to 

make us ing an  i nd ivid ua l' s  

data for d i rect market ing 

pu rposes a cond it ion of 

you r service or buying you r  

product. 

REaD Group Comment 

Why is LI not ava i lab le for contact by post if 

contact is i n  the reasonab le expectation of the 

consumer and a 3 part ba lanc ing test h as been 

conducted to ensure the fundamental rights of 

both business and  consumer a re of equa l  

measu re? 

There a re six lawfu l bases for process ing under 

the GDPR and no h ierarchy, no lawfu l basis is 

better or more important than the others -

which basis is appropriate to use depends on  

you r  purpose and  relationsh ip with data 

subjects - th is is deta i led on the ICO website: 

https :LLico.org. u kLfor-organ isationsLgu ide-to-

data-12rotectionLguide-to-the-genera l-data-

p rotection-regu lation-gd pr LIawfu I-basis-for-

processingL 

Why is soft-opt i n  not ava i l ab le  via emai l?  

4 If you col lect personal  data 

from sou rces other  than the  

i nd ividua l  ( eg publ ic  sources 

or from th i rd part ies) you 

must provide  p rivacy 

i nformation with in  a 

reasonab le  period of 

obta i n ing the data and  no 

later than  one month from 

the date of col lection .  

Why is point of first contact (Article 14 (3 )  (b ) )  

ignored? 

Why is the exemption that there wi l l  be 

d isproport ionate effort not ava i lab le when the 

i nformation wi l l  be given at point of first 

contact? 

And the ob l igation of Artic le 14 part 1 (a-f) 

have been met in the col lection of the 

personal data 

4 I n  most instances, b uying 

add it iona l  contact detai ls 

for your existi ng  customers 

or supporters i s  l i kely to be 

u nfa i r  u n less the i nd ividua l  

has  previously agreed to 

Why is this l ikely to be unfa i r  if the individua l  

has been served th is  information and the ir  

fu ndamental  rights have been exp la ined at the 

point the i r  data was col lected? There is a 

contradiction with Article 5 (1 )  (d )  which 

requ i res a control ler to keep data up to date 

and accurate. lf th is i nformation is avai lab le to 
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you h aving these extra 
contact deta i ls .  
You are un l i ke ly to be ab le  
to justify tracing an  
i nd ividua l  in order to  send 
d i rect marketing  to the i r  
new add ress - such tracing  
takes away control from the  
i nd ividua l  to  be ab l e  to 
choose not to tel l  you the i r  
new deta i ls. 

REaD Group 

a contro l ler  then how can they justify reta in ing 
out of date information?  
Why  is th is un l i kely i f  you have told the 
i nd ividua l  that you wi l l  do this? There is a 
contrad iction with Article 5 ( 1) (d )  which 
requ i res a control ler to keep data up  to date 
and  accurate .  If th is information is avai l ab le  to 
a contro l l e r  then how can they justify reta in ing 
out of date i nformation ? 

14 

16 

17 

24 

-

PECR may sti l l  app ly even if 
you ask someone else to 
send your  e lectron ic  d i rect 
marketing messages. 
Contact ing ind iv idua ls to If seeking consent of itself constitutes DM then 
ask them for consent to how can consent be lawfu l ly obta ined? 
d i rect m arketing. Espec ia l ly as you a lso state that " In  most cases 

it is un l i kely that you wi l l  be ab le  to make using 
an  ind iv idua l 's data for d i rect marketing 
pu rposes a cond ition of your  service or  buying 
you r  product"? 

I nd iscrim inate b l anket Is the ICO advocating a return to the days of 
market ing does not u ntargeted and junk  ma i l  on the door mat? 
therefore fa l l  with in th is 
defin it ion of d i rect 
market ing. For examp le, 
leaflets de livered to every 
house i n  an  area  
An i nd ivid ua l  submits an Why is send ing a quote marketing? the 
on l ine form to a doub le- contact has been in itiated by the ind iv idual to 
glaz ing company requesting  obtain a price. 
a quote . By  sending th i s  
quote to  the ind ividua l  the 
company is responding to 
the i nd ivid uals request and  
so  the  market ing i s  
sol ic ited .  
However i f  PECR requ i res Why? E lectron ic ma rketing my requ i re consent 
consent then in pract ice but posta l  market ing can be as a legitimate 
consent wi l l  be your  lawfu l i nterest. Different process ing activities can be 
basis under  GDPR conducted, and it is possi b le that more than 

one bas is app l ies to the process ing 
invis ib le  processing - eg l ist 
broker ing, on l ine tracking 

Use of word 'may' is unhe lpfu l an  examp le  
wou ld  be u sefu l 

Why do you cons ider l i st b rokering to be 
i nvis ib le  p rocess ing? Notices a re given to 
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by th i rd parti es, on l i ne  
advertis ing, re-use of 
pub l i cly avai l ab le  data; 

You r  choice between these 
two bases is l i kely to be 
affected by a number of 
facto rs inc lud ing whether 
you want to g ive i nd ividua l s  
choice and contro l  
(consent) or  whether you 
want to take responsib i l ity 
for protecting the 
i nd iv idua l's i nterests 
( legitimate i nterests) .  
However, the first thing you 
need to consider is PECR .  
If  you have obta ined 
consent i n  comp l iance with 
PECR (which must be to the 
GDPR standard ), then i n  
practice consent is a lso the 
appropri ate lawfu l basis 
under the G DPR. Trying to 
app ly legit imate i nterests 
when you a l ready have 
GDPR-compl iant consent 
wou ld  be an entirely 
u nnecessary exercise and  
wou ld  cause confusion for 
i nd iv idua ls . 
Good Practice 
Recommendat ion :  Get 
consent for a l l  your  d i rect 
market ing activit ies 
rega rd less of whether PECR 
requ i res i t  o r  not 

REaD Group 

consumers where the obl igation of Art ic le 14 
part 1 (a-f) h ave been met in the col lection of 
the persona l  data and 
at every point of contact , in most cases data 
is gathered with this purpose in m ind .  It is 
comp letely d ifferent to on - l ine advertis ing. 
Why is a DPIA requ i red for use of pub l ic ly 
ava i lab le data such as Edited Electoral Rol l? 
This is gathered annua l ly with an opt -out. 
I nd ividua ls have been served privacy 
i nformation on the annua l  canvas exp la in ing 
how bus iness can use the Open Register data 
Why consider PECR first if no electron ic 
ma rketing? 

Why if l awfu l basis is establ ished separately for 
each channe l?  It is possib le  to have consent 
for e lectron ic market ing but process for posta l 
campaigns under  legitimate i nterests. Why do 
you state that th is cou ld cause confusion if this 
is c learly exp la ined at the point of data capture 
and  the ob l igat ions of Artic le 14 part 1 (a-f) 
h ave been served to the ind ividua l?  Different 
processing activities can be conducted, and it 
is poss ib le more than one lawfu l basis app l ies 
to the process ing 

This recommendation shou ld be de leted from 
the code .  How is it poss ib le  to ga in  consent 
from consumers who are not yet customers? It 
is a legit imate i nterest of any bus iness to find 
new customers and so long as ba lancing tests 
are comp leted LI is a l awfu l basis for 

The Pavilion. 1 Newnnms Row readgroup.co.uk/contar.tus 

Elermmondsey Street enquiries@readgroup co uk 

L onclon o:w 7089 6400 

SE1 3Ui "@.R[ilD_r..;roup IJ:'I RE;iO (llr,>Up Llr1 
' ' • l I t �, •, . 

15665)96 



35 

36 

The Pavilion. 1 Newhams Row 

Elermmondsev S\ree t 

I onclon 

SE1u3UZ 

the pu rposes of the 

p rocessi ng - you need to be 

specific  about your  d i rect 

marketing purposes; 

the types of processi ng 

activity - where poss ib le  

you shou ld  provide granu l a r  

consent options for each 

separate type of processin g  

( e g  consent t o  profi l i ng  to 

better  ta rget you r  

marketing or  d ifferent 

methods of send ing the 

market ing) ,  u n less those 

activiti es are c learly 

i nterdependent - but as a 

m i n i m u m  you m ust 

specifica l ly  cover a l l  

p rocessing  activities; a n d  

If  you do not need consent 

u nder PECR, then you might 

be ab le  to rely on legitimate 

i nterests for you r  d i rect 

marketi ng pu rposes if you 

can show the way you use 

peop le's data is 

p roportionate, has a 

m i n i m a l  privacy impact a n d  

is not a surprise t o  people 

or  they a re not l i ke ly  to 

re,1dg roup.co.ukicont�c I us 
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processing  persona l  data. Recita l  47 refers to 

th is  specifica l ly. There a re six lawfu l bases 

under the G DP R  a n d  no h ierarchy, no l awfu l 

basis is better  or  more important than the 

others - which basis is appropriate to use 

depends on your pu rpose and re lationsh ip 

with data su bjects - this is deta i led  on the ICO 

website: 

httiQs:LLico. org. u kLfor-organ isationsLgu id e-to-

data-iQrotectionLguide-to-the-genera l-data-

�rotection-regu I ation-gd IQ r Llawfu I-basis-for-

�rocessingL 

Has  the ICO considered the impact of this 

recommendation? Privacy Pol icies are a l ready 

long and cum bersome documents - th ey a re 

on ly going to become more so which wi l l  

im pact on the l i ke l i hood of a consumer being 

able to properly d igest and u nderstand  a l l  of 

the i nformation being given .  

The  header should state that i t  re l ates to 

d i rect market ing under  GDPR  on ly. The 

immed iate reference to consent under  PECR is 

confusing a n d  imp l ies aga in  that this is the 

preferred lega l basis.  

ISUSJ% 



• -� 

37 

37 

The P .. 1vilion, 1 Newhams Rov: 

EJermmondsey Street 

l onclon 

object to what you are 
doing  
I t  is i mportant to  note that 
the GDPR says that d i rect 
market ing may be a 
legitimate i nterest. It does 
not say that it is a lways a 
legitimate i nterest and it 
does not mean that you are 
automatica l ly  ab le to app ly  
th i s  l awfu l basis to your  
d i rect marketing. Whether  
you can app ly  i t  depends on 
the pa rticu la r  
c ircumstances. 

It is somet imes suggested 
that d i rect market ing is in 
the i nterests of i nd iv idua ls ,  
for example if they receive 
money-off products or 
offers that a re d i rectly 
re l evant to the ir  needs. Th is  
is u n l i ke ly however to add 
much weight to your  
ba lancing test, and we 
recommend you focus 
prima ri ly on you r  own 
interests and avoid undue 
focus on presumed benefits 
to customers un l ess you 
have very clear evidence of 
their p references. 

I n  some cases d i rect 
ma rket ing has the potent ia l  
to have a significant 
negative effect on the 
ind ividua l, depend ing on 
their persona l  
c i rcumstances. For  

readgroup c o  uk/contactus 

enquir ies@reDdgroup co uk 
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This paragraph should be re-worded i n  a less 
subjective manner. 'May' is u sed to c la rify that 
the requ irements of estab l ish ing legit imate 
i nterests are met. The imp l ication from the ICO 
is that LI might not be avai lab le at a l l  as a legal 
basis. 
No lawfu l basis is better  or  more important 
than the others - which basis i s  appropriate to 
use depends on you r  pu rpose and re lat ionship 
with data subjects - th is is deta i led on the ICO 
website : 

htt�s:LLico.org. u kLfor-orga n isationsLgu id e-to-
data-12rotectionLguide-to-the-genera l-data-
12rotection-regu lation-gd12rLlawfu l-basis-for-
12rocessi ngL 

This contrad i cts other ICO recommendations 
that part of the LIA is to consider the impact 
on the consumer of not receiving offers 
re levant to their needs .  How is it poss ib le to 
comp lete a ba lanc ing test without considering 
the rights and freedoms of the consumer, and 
their reasonab le expectat ions as requ i red by 
Recital 47? The ICO's own advice when 
conducting the 3-part test is to :  

The LIA encourages you to ask yourself the right 
questions about your processing and objectively 
consider what the reasonable expectations of the 
individuals are and any impact of the processing on 
them. 

Conducting a LIA helps you ensure that your 
processing is la wful. It helps you to think clearly and 
sensibly about your processing and the impact it 
could have on the individual. 

This is a perfect i l lustration of the benefits of 
profi l ing which wou ld  make it much less l ikely 
that such an ind ividua l  got these offers . Under 
this code of pract ice such profi l ing wou ld  be 
impossib le  and therefore the vu lnerable 
i nd ividua l  cou ld eas i ly be targeted . 
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example, someone known 
or l i ke ly to be in fi nanc ia l  
difficu lt ies who is regu larly 
ta rgeted with d irect 
marketing for h igh i nterest 
loans may sign up for these 
offers and potent ia l ly incur 
further debt. 

whether people wou ld 
expect you to use the i r  
deta i l s  i n  th is  way; 

the potentia l  nu isance 
factor of unwanted 
market ing messages; and 

the effect you r  chosen 
method and frequency of 
commun ication might have 
on vu lnerab le i ndividua ls. 
process ing for d i rect 
market ing pu rposes that 
you have not told 
ind iv idua ls about ( ie 
i nvis ib le processing) and 
they wou ld  not expect; or  

co l lect ing and comb in ing 
vast amounts of  persona l  
data from various d ifferent 
sources to create 
persona l ity profi l es on 
i nd iv idua ls to use for d i rect 
marketing purposes. 
There may be occasions 
when making d i rect 
marketing a cond it ion of 
service is necessary for that 
service. For examp le, a 
reta i l  loya lty scheme that is 
operated pure ly for the 
purposes of sending people 
marketi ng offers, is l i ke ly to 
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The impact of this code would be an increase 
in unwanted marketing messages and 
frequency of commun ication to vu lnerable 
ind ividua ls . Currently profi l ing p lays a 
sign ificant ro le  and de l ivers benefits such as 
i ncreased effic iencies, and ensures that 
messages are t imely, appropriate and relevant. 

Why is it d ifficu lt  to pass the ba lancing test if 
i nd ividua ls a re informed at the point of data 
capture and Art ic le 14 1 (a-f) h ave been served 
to the consumer? 

There is a contract between the ind ividua l  and 
the loya lty provider and the lawfu l basis of 
contract wou l d  app ly. There is a fa i r  exchange 
- loya lty points (with a monetary va lue)  i n  
return for marketing. 
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be ab le  to show that the 
d i rect market ing is 
necessary for that service . 
But you need to be upfront 
and c lear about th is  
purpose and ensure that 
the consent i nd iv idua ls  
p rovide  when sign ing up  
meets the GDPR standard .  
I f  on t he  other  h a nd  your 
loya lty scheme a l lows 
people to col lect points 
when they shop, which they 
can then redeem aga inst 
future pu rchases, you 
cannot requ i re them to 
consent to marketing 
messages i n  order for them 
to col lect these points. 

42 It may be sens ib le  to 
periodica l ly ask i nd iv idua ls  
to update the i r  own detai ls, 
but you do not need to take 
extreme m easures to 
ensure peop le's contact 
deta i l s  are up  to date such 
as us ing tracing services. 
See the section Can we use 
data c leans ing and tracing 
services? for fu rther 
information .  

Why do you consider that it is an 'extreme' 
measure to update deta i ls? If the ind ividua l  
has been to ld  th i s  wi l l  happen i f  new 
information becomes ava i l ab le  why is this an 
issue - it is transparent. This contradicts Article 
5 l{d) and  the pri ncip les of the regulation 

44 Good Practice 
Recommendat ion : When 
sending d i rect market ing to 
new customers on the bas is 
of consent col l ected from a 
th i rd party we recommend 
that you do  not rely on 
consent that  was given 
more than 6 months ago 

This shou ld be de leted .  There is no l egal basis 
for making this recommendation . It maybe 
more intrusive to keep going back to 
i nd ividua ls to ask for renewed consent. Th is is 
not proportiona l  to several sales cycles, as an 
examp le  - I nsurance which is usua l ly changed 
or updated annua l ly 

46 If you col lect data from 
sources other than the 
i nd ivid ua l  (e .g. p ub l ic  
sources o r  from th ird 
parties) you must provide 

What about Artic le 14. 3 (b )? What about 
d isproport ionate effort? Has the ICO 
considered the impact on the consumer of 
enforcing the one month l im it? 
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49 

privacy information with in  a 
reasonab le period of 
obta in ing the data and no 
later than one month 
If you p l an  to use the  
persona l  data you obta in  to 
send d i rect market ing to 
the i nd ividua l  it re lates to, 
or  to d isc lose to someone 
else,  the latest point at 
which you must p rovide  the  
information i s  when  you 
fi rst commun icate with the 
i nd ividua l  or  d isclose the ir  
data to someone e lse. 
However it is important to 
remember that the one 
month t ime l im it sti l l  
appl ies i n  these situations .  

For examp le, if you p lan on 
d isclosi ng an ind iv idua l's 
persona l  data to someone 
else for d irect market ing 
purposes two months after 
obta in ing it, you m ust sti l l  
p rovide that i nd ividua l  with 
privacy info rmation  with in  a 
month of obta i n ing the 
data . 
There a re a n umber  of 
exceptions to Artic le 14 
requ i rements. The majority 
a re un l i kely to be app l i cab l e  
i n  a d i rect ma rket ing 
context but the fo l lowing 
may be relevant depend ing 
on  the particu l a r  
ci rcumstances :  

the i nd iv idua l  a l ready has 
the i nformation; or  

What about Artic le 14. 3 (b)? What about 
d isproport ionate effort? Has the ICO 
considered the impact on the consumer of 
enforcing the  one month l im it? The EER has 
a lways been avai l ab le  for business use .  The 
d ata is gathered annua l ly with a clear opt -out. 

If  the ind ividua l  h as been notified that their 
data wi l l  be used for d i rect marketing, the 
fundamental rightse, safeguards and opt out 
processes have been exp la i ned at the point of 
data capture and there a re transparent l i nks to 
a l l  re levant privacy pol icies via a layered 
approach, does the ICO consider that the 
i nd ividua l  a l ready has the relevant i nformation 
as per Art ic le 14 1 (a-e)? 
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The Pavilion, 1 Newhams Row 
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provid ing the i nformation 
to the ind ivi dua l  wou ld  
i nvo lve a d isproportionate 
effort . 
You a re un like ly to be ab le 
to re ly on d isproportionate 
effort in s ituat ions where 
you a re col l ect ing persona l  
data from var ious sources 
to bu i l d  an extensive profi le 
of an  i nd ividua l's i nterests 
and characterist ics for 
d i rect 
market ing pu rposes. 
I nd iv idua ls wi l l  not 
reasonab ly expect 
organ isations to col l ect and 
use l a rge vol umes of  data i n  
th i s  way, especia l ly if they 
do not h ave any d i rect 
relat ionsh ip with them.  If 
ind ividua ls do  not know 
about such extens ive 
process ing of the i r  data 
they are unab le  to exercise 
the ir  rights over it. 
Good Practice 
Recommendation :  if it is 
re lat ively easy for you to 
i nform ind ividua ls and in 
context it is usefu l to them 
you shou ld  a lways do so 
even if the effect if the 
process ing on  i nd iv idua ls is 
m inor  
I f  you want to rely on the 
d isproport ionate effort 
exception, you must assess 
and document whether 
there's a proport ionate 
ba la nce between the effort 
i nvolved for you to give 
privacy informat ion and the 
effect of the processing on 
the i nd ivid ua l .  If the 

readgroup co.uk/contactus 

enquiries@readgroupuco.uk 
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If d ata is gathered in a transparent manner 
and ind ividua l s  understand that their data wi l l  
be used for d i rect market ing campaigns by 
th i rd parties, then receipt of an  Article 14 
notice again m ight cause confusion to the 
consumer. Service of such notices wi l l  on ly 
serve to i ncrease the amount of ma i l  received 
by consumers. 

If an Artic le 14 notice is served and no opt-out 
received, then is ob l igation compl ied with?  

Th i s  shou ld  be de leted. The code is not the 
p lace for good practice recommendations. 

We cons ider that processing for Di rect 
market ing only has a minor effect on 
ind ividua l s  - our  SAR rate is on ly 0.0002%. 
How does ICO measu re 'effect of the 
processing on the ind iv idua ls' when making its 
recommendations? 

!5665396 
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process ing has a m inor 
effect on the i nd ividua l  
then your  assessment m ight 
fi nd  that it's not 
proportionate to put 
sign ificant resou rces into 
informing ind ividua ls .  
However the more 
sign ificant the effect the 
process ing has on the 
i nd ividua l  then, the less 
l i ke ly you a re to be ab le to 
rely on this exception .  
You must a lso comply i f  you 
are co l lect ing persona l  d ata 
from pub l icly ava i l ab le  
sources i n  order to package 
it up and make it ava i l ab le  
to other organ isat ions for 
them to use for d i rect 
ma rketing purposes you sti l l  
need to comply with the 
GDPR. This means you a re 
requ i red to provide privacy 
i nformation about your 
process ing to the 
i nd ividua ls whose data you 
col lect. You must provide 
th is  with in  a month of 
obta in ing  the data or  
before you d isclose the ir  
data to others, whichever i s  
soonest. 
In most instances buying 
add it iona l  contact deta i l s  
for you r  existi ng customers 
or  supporters is l i kely to be 
u nfa i r  u n l ess the ind ividua l  
h a s  previously agreed to 
you having these extra 
contact detai ls 

EER point again - Has the ICO considered the 
impact of ensur ing that every bus iness which 
has processed EER wi l l  now be requ i red to give 
an Art ic le 14 notice? This is contrary to the 
long-stand ing princ ip les which have governed 
use of this particu l a r  data set. 

If i nd ividua l  is told that their record wil l be 
updated if new information becomes ava i l ab le  
i s  th i s  unfa ir? 
What about legal ob l igation to keep data up to 
date and accurate under Artic le 5.1 (d )?  

Profi l i ng can he lp you to 
ta rget your  messages to 
people who are more l ike ly 
to buy your  product or  

The Pavilion. 1 Newhams Row 

Bermmondsey Street 

L ondon 

What is basis upon which the ICO have 
conc luded that profi l i ng for target ing d i rect 
marketing messages can potentia l ly pose 
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support you r cause. But it 
can potentia l ly pose 
sign ifi cant risks to the rights 
and freedoms of i nd iv idua ls  
because: 

sign ificant risks to the rights and freedoms of 
i nd ividua ls? 
Our  experience ind icates that compla ints arise 
when messaging is bad ly targeted. What 
experience does the ICO re ly on?  

they might not know it is 
h appen ing or fu l ly 
u nderstand what is 
i nvolved;  

i t  might restrict and 
undermine the ind ividua l' s  
freedom to choose; 

it m ight perpetuate 
stereotypes; or 

it m ight cause 
d iscrim ination .  

58 I t  is un l i kely that you w i l l  be  
ab l e  to  apply legit imate 
i nterests for i ntrusive 
profi l i ng for d i rect 
market ing pu rposes. This 
type of profi l i ng is not 
genera l ly i n  an  ind ivid ua l' s  
reasonab le expectations 
and is rarely transpa rent 
enough. 

What i s  'i ntrus ive' profi l i ng? 

Profi l ing wou ld on ly be considered i ntrus ive 
and or to cause sign ificantly s ignificant effects 
if it doesn 't pass the 3-part ba lanc ing test -
profi l ing to inform market ing campa igns does 
not cause sign ificant or  legal effects 

60 In  most i nstances, b uying 
add it iona l  contact deta i l s  
for you r exist ing customers 
or  supporters is l i kely to b e  
unfa i r, un less the i nd ividu a l  
has expressly agreed . 
This is l i kely to be true no 
matter how clearly you 
exp la in  it i n  you r  privacy 
information that you m ight 
seek out fu rther persona l  
data about ind ividua ls from 
th ird parties. This i s  

If this is a l l  made c lear  i n  a privacy po l icy 
(fundamenta l rights and safeguards) with 
c lear opportun ity to opt -out or retract 
permission then why is it l i kely to be unfa i r? 
What is the ICO basis for this conclus ion? 

T h e  PaviHon. 1 Ne\vhnms Row reBdgroup co.uk/conl�ctus 
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because it removes 
people's choice about what 
channels you can contact 
them on for d i rect 
market ing purposes. 
I nd ividua l s  use d ifferent 
ema i l  addresses as a way of 
managing the ir  data and 
relat ionsh ips, incl ud ing as a 
means  to l im it or  to manage 
the d i rect market ing they 
receive. By gett ing that 
i nformation from a th ird 
party, you may be going 
d i rectly against the ir  
wishes. 

You cannot assume  that a n  
i nd ividua l  wants you to 
contact them by other 
channe ls o r  has forgotten 
to give you the data . Even if 
they had forgotten, they 
sti l l  wou ld not reasonab ly 
expect you to contact them 
via contact deta i l s  they 
never gave you .  It must be  
for the i nd iv idua l  to  choose 
what contact deta i l s  they 
give you .  
However tracing is very 
difficu lt to do for d i rect 
market ing pu rposes in a 
way that is comp l i ant. 

In order to be fa i r  to 
i nd ividua ls you should not 
make cal ls to them which 
wou ld  undu ly d istress 
people or ca use them other 
u njustified harm.  Be 
particu larly ca refu l if you 
are aware that someone is 
e lderly or vu lnerab le, .o r if 

readgroup co.uk/contactus 
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We do not agree that it is an assumption if the 
i nd ividua l  has been tolde, the i nformation has 
been exp la i ned i n  the privacy pol icy at  point 
the data had been col lected that i nformation 
wi l l  be updated and given right to opt out or 
object. 

Why is tracing difficu lt if on ly used on 
customer  records where the privacy pol icy 
served at data co l l ection has c learly expla ined 
to the i nd iv idua l  that their record wi l l  be 
updated ?' 
This a very good example of why profi l ing is 
necessary for we l l  ta rgeted ca l ls .  

!56653% 
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the  nature of the d i rect 
market ing ca l l  m ight cause 
offence or stress. You 
shou ld  avoid frequent 
red ia l l ing of unanswered 
n umbers or  making ca l ls at 
a ntisocial hours. 

77 You must give ind ivid ua ls a 
c lear  opportun ity to opt-out 

Th is is a confusing message for marketeers: If 
data is being col lected on l i ne  then there wi l l  

of  you r  d i rect marketing 
when you first co l lect the ir  
deta i ls .  You cannot assum e  
that i nd ividua ls who engage 
with you are a utomatica l ly  
happy to receive d i rect 
market ing from you in the 
future .  
It must be s imple to opt 
out. When first col lecting a 
customer's deta i ls, th is 
should be part of the same 
process. For examp le, you r  
on l i ne  forms shou ld incl ude  
a prominent opt-out box, 
and  staff tak ing down 
deta i ls  verba l ly  shou ld 
specifica l ly offer an opt-out .  

need to be an opt i n  box.  Why wou ld you use 
an  opt out box as wel l ?  The fundamental right 
would be served in the privacy po l icy so the 
i nd ividua l  understands the route /process to 
retract permiss ion 

102 You need to ensure that 
you provide i nd ividua l s  with 
privacy i nformation that 
c lea r ly expla ins  what you 
wi l l  be doing with the ir  
data, what the source of 
the i r  persona l  data is and 
how they can exercise the i r  
rights includ ing the right to 
object to d i rect marketing. 
You m ust provide this 

We cha l lenge the Artic le 14 notice within one 
month either  on the basis that it wi l l  be 
d isproport ionate effort or  that the information 
wil l h ave been given i n  a layered but 
transparent manner at point of data capture or  
that the i nformation wi l l  be given at  point of 
fi rst commun ication .  

i nformation to the 
i nd ividua l  with in  a month of 
col l ect ing the ir  data .  See 
the section on Generating 
leads and co l lecting contact 
deta i l s  for fu rther 
i nformation .  

15665)96 
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102 Where d ata is shared with Why if this is c lea rly stated in  the privacy 

you for d i rect market ing po l icy? 

pu rposes on the b asis of It is a lso the d ecis ion of the data contro l ler  if 

consent, then the they want to change the lawfu l basis based on 

appropriate lawfu l bas i s  for a ba lancing test 

your  subsequent p rocess ing  

for d i rect marketing 

purposes wi l l  a lso be 

consent. It is not 

appropriate to switch to 

legitim ate i nterests for you r  

fu rther  p rocessing  for d i rect 

market ing pu rposes. 

Switch ing to legit imate 

i nterests wou ld  m ea n  the 

origina l  consent was no 

longer specific or  informed, 

and misrepresented the 

degree of control and the 

nature of the re lationsh ip  

with the ind ividua l .  Th is  

misrepresentat ion a n d  the 

i mpact on the effectiveness 

of consent withdrawal 

mechan isms wou ld  cause a 

p rob lem with the ba lanci n g  

test, mean ing  that it wou ld  

inevitably cause the ba l ance 

to be against you .  

103 If you  a re consider ing What is basis for ICO stance that it wi l l  be 

co l l ect ing and  subsequent ly d ifficu lt to bu i ld  p rofi l es under LI when GDPR  

process ing us ing legit imate states that p rofi l i ng  is opt -out ( un less 

i nterests as you r  l awfu l a mounts to a utom ated decision making) .  

bas is, you need to 

objectively work through Expl icit consent is not req u i red if the profi l i ng  

the three-part test (the does not  have a lega l  or s im i l a rly s ign ificant 

legitimate i nterests 
i mpact, wh ich most profi l i ng  for ma rketing 
pu rposes l acks 

assessment) pr ior to the 

process ing and  record the 

outcome.  A key p a rt of the 

ba l ancing test is the 

reasonab le  expectations of 

ind ividua ls, and  
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transparency wi l l  be vita l .  It 

is u n l i kely to be in people's 

reasonab le  expectations 

that you wi l l  be bu i l d ing  

extensive profi les on them 

in  o rder  to  se l l  these to lots 

of other  organ isations .  

103 Exam p l e  - European Artic le Why does I CO use opin ions given prior to 

29 Working P a rty 03 .2013 G DPR? 

and  06/2014 

107 You must m a ke ind ividua ls As i l l u strated here - GDPR does e nvisage that 

aware of the ir  right to the right t ime to inform ind ividua ls of their  

object to process ing for rights can be 'at  the latest; at the t ime of first 

d irect m a rketing purposes. com m u n icat ion .  The same word ing appears on 

Art ic le 2 1 (4) says this must Artic le 14.3 (b )  so why does the ICO d ismiss it 

be 'at the l atest' at the t ime there? 

of you r  fi rst commun ication 

with them.  Th is right must 

be expl icit ly b rought to the 

i nd ivid u a l's attention, 

presented c learly and  

separately from other  

matters, and  i n  p la in  

l anguage.  It is a lso 

i m portant to remember  

that the right to  be 

informed (Articles 13 and 

14) req u i res you to te l l  

people of the ir  right to 

object when you co l lect 

the i r  d eta i l s .  See the 

sect ion on G e nerat ing leads 

and  col lect ing contact 

deta i ls  for fu rther  

info rmation . 
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1 .  Introduction 

With the impending changes to Data Protection law in the U K  and in the bui ld up  to 

the General  Data Protection Regulation (GDPR). REaD Group have set out a number 

of data contributor ru les wh ich will be enforced across all data suppl ies to the REaD 

Group.  

At REaD Group we have been work ing towards adopting GDPR standards since 
reading the final publ ished regu lations in May 20 1 6. We have reviewed and improved 
our own data collection methods, our contributor due d i l igence processes and have 
enhanced our  own internal IT solutions. 

REaD Group remains supportive of the GDPR. We bel ieve it wi l l  deliver a better 
d isposed and more engaged consumer, which should be mutual ly beneficial for both 
brands and MSPs .  

From a data supply perspective, we  now insist that data is  permissioned correctly with 
clear supporting evidence. We already expect consent to be in l ine with the GDPR 
Article 4(1 1 )  "freely g iven, specific, informed and unambiguous indication of the data 
subject's wishes by which he or she, by a statement or by a clear affi rmative action, 
s ign ifies agreement to the processing of personal data relating to h im or her". 

With privacy in m ind we aim to record the specific consent statement appl icable to 
every col lected piece of personal data .  Our goal is to be able to provide the actual 
redacted statement for each part of the personal  data we hold . 

We wil l  be working hard lead ing up  to and beyond the 25th May 201  8 to ensure that 
the implementation of GDPR al lows brands to continue communicating with both 
customers and prospects in a col laborative and transparent manner that is based on 
respect and mutual consent. 

If you wish to continue to provide data to REaD Group for incorporation into Active and 
our other products then you wi l l  be asked to ensure that your  data compl ies with the 
fol lowing rules. 

Client Confidentia l  Page 4 of  7 
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1 . 1 .  Ru le 1 - REaD G roup to be named in Contributor Pr ivacy Pol icies 

REaD Group must be named in a l l  contributor privacy pol icies and fa ir  processing 
notices ("FPN 's") at point of data collection. In  add ition, REaD Group would like to 
p lace a URL (which l inks to REaD Group privacy pol icy) in those privacy pol icies and 
FPN's.  

This is a mandatory requirement 

1 .2 .  Ru le 2 - Data Source Cod ing 

Every record suppl ied in  a data feed to the REaD Group must contain a source code.  
Th is  code wi l l  l ink each record to the privacy policy and/ or FPN that the consumer 
was exposed to in the sign-up process .  In addition, we wil l  need a l ink to any consent 
statements that were obtained when the data was captured . All corresponding 
consent statements, privacy pol icies and FPNs hold ing the relevant source code must 
be suppl ied to the REaD Group per feed of data . These wil l  be added to our consent 
l ibrary. The statements can be redacted but in the interests of transparency and 
aud iting we would encourage you to provide detai ls of your data sources . REaD must 
be able to identify every consent permission/statement to each record in the data feed. 

This is a mandatory requirement. 

1 .3 .  Ru le  3 - Dig ita l Market ing Consent and Engagement Date 

Every record supplied in a data feed to the REaD Group, where d igital marketing 'opt in' 
has been obtained must contain a consent date and where appl icable a corresponding 
engagement date. The consent /opt in channel needs to conform to (ru le 1 .6) and be 
suppl ied as an unbundled consent per channel and per sector 'opt in ' .  

This is a mandatory requ i rement if d igi tal marketing data is being suppl ied . 

1 .4. Ru le  4 - Posta l Marketing 

REaD Group recognise that postal records may be  provided either with consent o r  as  

a l egitimate interest. We accept both as  equally val id and legal grounds for 

processing personal data under GDPR. 

Recita l (47) of the GDPR clearly states that the processing of personal data for direct 

marketing purposes may be regarded as carried out for a legitimate interest 

Client Confidential Page 5 of 7 
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(a) Records Suppl ied with Consent: Every record suppl ied in a data feed to the 
REaD Group, where postal marketing 'opt in '  has been obta ined m ust conta in a 
consent date and where appl icable a corresponding engagement date. The 
consent /opt in channel needs to conform to (rule 1 .6) and be suppl ied as an 
unbundled consent per channel and per sector 'opt in ' .  

(b)  Records Suppl ied as a Legitimate Interest: Permission date should be 

provided . If yqu choose to rely on Legitimate Interest then we wi l l  need you to 

provide evidence that the data record was lawful ly obtained and that the 

i ndividual knew at that date that the i nformation suppl ied may be used for 

marketing purposes. We wi l l also need to see evidence that the ind ividual has 

been notified as to how they can opt-out from marketing in the future.  

If and where a contributor chooses to use leg i timate i nterest for the postal channel ,  
REaD as a controller wil l  ensure compliance with Article 5(2) of the GDPR, to mainta in  
a written record that a Legitimate I nterest Assessment (L IAs) has been conducted and 
the reasons why. 

REaD wi l l  decide if the data meets the balanci ng test elements and the data is  viable 
to be used for th i rd party marketing. If requ i red and based on what personal data is 
d isclosed we wil l then review the LIAs and update them where future processing 
activities might d iffer. 

This is a mandatory requirement i f  postal data is being suppl ied 

1 .5 .  Ru le  5 - Leve l s  of Remova l code 

Every data record suppl ied to the REaD Group m ust contain a level of removal code to 
identify the chain of data supply and where the REaD Group stand in that supply of data. 
REaD group needs to identify how far removed it is  from the party which orig inal ly captured 

2nd 3 rdthe data from the ind ividual i .e .  , , 4th party data . Based on this i nformation REaD wi l l  
make a decision on the ' levels of removal '  and determine if data wi l l  be avai lable for selection 
in our products. 

This is a mandatory requirement 

1 .6 .  Ru le  6 - Consent/Perm iss ion channel  

Opt i n  and or  permission for channel and sector m ust be provided to the REaD Group as a 
separate field i n  the data supply, where appl icable. The REaD Group wi l l  not accept 
bundled consent mechanisms i .e .  mai l ,  emai l ,  telephone, SMS, mobile as one consent flag. 

This is a mandatory requi rement 
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1 .7. Ru le 7 - URL Add ress 

Where d igita l marketing consent is being suppl ied to REaD Group and consent has been 
captured via an on l ine method, we encourage you to supply the site U RL to comply with the 
elements of 'transparency' in the G DPR journal text. This enables the REaD to bui ld a fu l l  
and complete audit tra i l  for data held with in our products . 

This is non-mandatory field 

1 .8. Ru le 8 - IP address co l lection 

Where d igita l marketing consent is being suppl ied to REaD Group and consent has 
been captured via an onl ine method we encourage you to supply the site IP address 
to comply to the elements of 'transparency' in the GDPR journal text. This enables 
the REaD to bui ld a ful l  and complete audit  tra i l  for data held with in  our products. 

This is non-mandatory field 

2. Ru le Comp l ia nce 

REaD Group would l i ke to gain an  ind ication of contributor compl iance to the above 

stated rules and requ i re the fol lowing (REC0 1 4  - Data Contributor Rule Table) to be 

completed and returned to REaD Group Compl iance Manager. If further information or 

clarity of the ru les is requ i red p lease contact: reaad rou .co .uk 
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